TASKFORCE CYBERSECURITY:

VERSTERKING VAN
MENSELIJK KAPITAAL

Het aantal vacatures in de cybersecuritysector is gestegen
van 8.000 in 2018 naar 19.000 in 2023 en het tekort aan talent
blijft groeien. Het doel van de Cybersecurityprogrammalijn is
het opbouwen van een toekomstbestendig cyberwerkveld om
beveiligingsuitdagingen aan te pakken door multidisciplinaire
samenwerking. Het programma wordt uitgevoerd door

Human Capital Agenda ICT en dcypher in opdracht van het

Ministerie van Economische Zaken.
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DE CYBERSECURITY-
PROGRAMMALIJN IN HET KORT

B 12 aanbevelingen uit onderzoek,
een strategie voor 2025-2029,
4 werkgroepen die in 2025 van
start gaan.

B Samenwerking tussen overheid,
onderwijs en bedrijfsleven.

m \ersterking van loopbaanpaden,
talentontwikkeling- en behoud
en marktgerichtheid.

WERKGROEPEN:
ACTIEGERICHT AAN DE SLAG

De werkgroepen implementeren
belangrijke initiatieven:

® Loopbaanpaden: het creéren
van duidelijke instroomroutes
in cybersecurity, gebaseerd op
vraag- en aanboddata.

® Afstemming van vraag en aanbod:
Onderwijs laten aansluiten op de
behoeften van het cyber-werkveld.

m Beeldvorming en aantrekkelijkheid:

Cybersecurity promoten als een
aantrekkelijke beroepskeuze.

® Regionale en sectorale
samenwerking: Netwerken
versterken en kennisdeling
bevorderen.

HOE KUN JE DEELNEMEN?

WAT LEVERT HET JOU OP?

Het programma biedt directe voordelen
voor belangrijke sectoren:

Overheidsinstellingen kunnen
beleid ontwikkelen om de
cybersecuritycapaciteiten en het
personeelsbestand te versterken.
Onderwijsinstellingen kunnen
curricula up-to-date houden,
trainingen afstemmen op de
behoeften van de industrie en
samenwerken met werkgevers
om leeruitkomsten te valideren.
Werkgevers kunnen

deelnemen aan initiatieven die
cybersecurityprofessionals opleiden
en helpen bij het aantrekken van
het juiste talent.

WORD LID VAN DE
CYBERSECURITY
KLANKBORDGROEP

De klankbordgroep staat open voor
professionals en organisaties die:

Feedback willen geven op
programma-initiatieven.

Willen netwerken met belangrijke
cybersecuritypartners en
vervolgacties willen ondernemen.

Op de hoogte willen blijven via
community-evenementen en updates.

B Neem deel aan onze community-evenementen gedurende het jaar.
® \olg ons op social media voor updates: HCA ICT en dcypher
® Sluit je aan bij de adviesgroep door een e-mail te sturen naar: info@hcaict.nl




